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Press Release
Abelssoft Antilogger 2020 was newly developed and now warns even more effectively against spyware!
"Loggers” – a type of spyware that secretly installs itself on one’s computer and then intercepts all keystrokes or taps the user’s screen. Criminals thereby acquire the user’s PINs and passwords, which they can then use for identity theft or bank fraud. With AntiLogger, Abelssoft introduces a security program that can unmask and disable loggers before they obtain sensitive user data. The program was developed from scratch for Version 2020.
NEW IN THIS VERSION:

- Completely new program interface

- Significantly improved recognition of loggers

- Blocked entries can be managed individually

- Improved synchronization between background guards 

and Program

- Improved explanation of threats found

- Regular updates of lists for the detection of harmless processes

- Background scanner now scans all detailed processes and programs

- FAQ section: Get tips and explanations for better assessment

- Improved comprehensibility through more hints 

within the program

- New recommendation wizard: Helps with the question 

whether a program should be blocked or not
Online crime is booming. And the favored tools of cyber-criminals are perfectly effective enough to provide them with plenty of valuable user data.  
They can catch many users all too easily with so-called “loggers“ – all the victim needs to do is open the attachment of a spam email or visit an illegitimate website and thus the logger will be downloaded and begin embedding itself into the victim’s computer. From there it will intercept the user’s keystrokes and tap their screen, relaying the mined data back to a location of the thief’s choice. 
Dr. Sven Abels, chief executive of Ascora GmbH: "Many users don’t realize just how sensitive their own data is – but a cyber-criminal can easily use it to construct a bogus identity. Once this happens, all traces of the criminal’s nefarious online activity will lead back to the once respectable citizen, who has no idea his good name is being exploited and abused.  But the crime doesn’t even have to be that elaborate – the criminal could also simply steal passwords and PINs, exposing the victim’s accounts to all manner of fraud.“
Consequentially, it’s important to protect one’s self from loggers. Abelssoft presents for this purpose the newly developed Antilogger. This Windows application runs constantly and invisibly in the background, monitoring one’s computer. Its purpose is to immediately detect the presence of loggers and then use an alarm to instantly alert the user.

In the program the user can view a list of processes running on their computer, and see if any are potentially loggers. Suspicious processes can easily be stopped immediately and permanently. Benign processes falsely identified as malicious loggers will be placed on a “non-malicious software” list to prevent any further false alarms.
NEW in Version 2020

In addition to a modern program interface, the new version 2020 offers a lot of help for users. Not every program that behaves strangely is also a logger. With the new recommendation wizard, users are now taken by the hand to make better decisions.
The Windows application costs $19.90 in its full version. A 30-day-trial version is also available for download.

 
(approx. 3,150 characters, released for free reprints)
 
Important Links:
Homepage: http://www.abelssoft.net/ 
Facebook: https://www.facebook.com/Abelssoft 
Product Information: http://www.abelssoft.net/apps/antilogger 
 

Company Information:
Abelssoft is one of the leading providers of Windows-Tools in Germany. Abelssoft is a division of Ascora GmbH and can draw on 19 years of experience in the development of programs for system optimization. All programs are designed for the end user and are characterized by their exceptionally high quality and comfort of use. The company is located in the northern German city of Ganderkesee and maintains another branch in the neighboring city of Delmenhorst. In addition to the development of its own products, the GmbH can be commissioned by third-parties and offers IT consulting services to other companies. Its customers include national and international IT companies.
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Company contact information: 


Abelssoft


Ascora GmbH


Birkenallee 43


27777 Ganderkesee


Press contact: Christiane Uhlir


Tel.: 04222 - 805 850 40


Fax: 04222 - 805 850 20


E-Mail: � HYPERLINK "mailto:presse@abelssoft.de"��presse@abelssoft.de�  


Internet: � HYPERLINK "http://www.abelssoft.net/" �http://www.abelssoft.net/�  





Journalists should please contact the press agency: 


Pressebüro Typemania GmbH


Carsten Scheibe (GF)


Werdener Str. 10


14612 Falkensee


HRB: 18511 P (Amtsgericht Potsdam)


Tel: 03322-50 08-0


Fax: 03322-50 08-66


E-Mail: � HYPERLINK "mailto:info@itpressearbeit.de"��info@itpressearbeit.de�  


Internet: � HYPERLINK "http://www.itpressearbeit.de/"��http://www.itpressearbeit.de/�  





This is a press release with the latest information for journalists. This text is not intended for non-industry recipients. The press office is not authorized to answer questions from non-journalists about the product .We are happy to arrange interviews with journalists or provide further info on request. For PC applications, books, and games, we can also organize a test session for journalists—a request via email is sufficient.


We would appreciate being kept up to date about publication features; for online texts a link is sufficient, otherwise we would appreciate receiving a copy, scan, PDF or a broadcast recording. 


You are receiving this press release because you are a journalist and are listed as such in our press distribution list.














